
Fact Sheet: Security

Security is at the forefront of DCM operations, with every effort being made to protect both the 
security and privacy of your data. 

Rest assured knowing that DCM ticks all the right boxes.

DCM is hosted in the Amazon Web Services (AWS) cloud,  an ISO27001 compliant 
platform and world leader in the cloud market. Our infrastructure will be setup across 
discrete data centres in AWS, each with redundant power, networking, and connectivity, 
housed in separate physical facilities, which will allow our system to remain continuously 
available and accessible as well as handle volumes of workload or respond to increased usage.

DCM’s security is in accordance with well-known security best practices. 
Our infrastructure’s security is certifi ed and compliant across a huge range of global se-
curity standards. Our network’s security will be secured with appropriate confi gurations 
that will only allow requests from and to whitelisted sources. Only authenticated and 
authorized users will be allowed to access data and analytics from the camera networks 
connected to the DCM solution.

DCM establishes a secure, encrypted connection with every client network.
A secure and encrypted connection is established between client networks and DCM’s 
network, hiding all collected data from being seen by others. The collected data will be 
analysed and encrypted using one of the strongest encryption algorithms which is 
widely used by private and government organizations around the world.

DCM uses automated data backups to prevent data loss. 
Automated backups ensure that you are protected against data loss.

Contact Us
For information on technical requirements please contact Eric Chung on +61 448 969 027, or 
email echung@dynamiccrowdmeasurement.com.
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